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Adversarial attacks present a threat to convolutional neural networks deployed in real-time critical

applications, such as autonomous driving. These attacks can be performed on the target classifier in

the form of black box or white box attacks. In the second case, the attacker may transfer a

generalized attack from one network to another. These attacks have been well studied for CNNs

applied to 2D classifiers. In this seminar, the extended effect of these attacks on 3D classifiers will

be studied.
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