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Securing OFDM Against Jamming Attacks

In wireless systems, a jammer may send interfering signals to disrupt legitimate communication.

Orthogonal frequency-domain multiplexing (OFDM) is especially vulnerable to jamming attacks [1].

Liang, Ren and Li [1] proposed a modified OFDM scheme which is secured against jamming attacks

by introducing randomized phase shifts that are coordinated between sender and receiver. It is

known in general [2] that randomized protocols can mitigate even adversarial jamming. True

randomness is difficult to get, but a very small amount is sufficient to achieve full channel capacity

[3].

The task of the student is to understand the vulnerability of OFDM and to

review the secured OFDM scheme by Liang, Ren and Li [1]. If possible, the student should consider

whether the amount of randomness used there can be reduced.
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